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Handling of personal data within SNIC 
SNIC is a national e-infrastructure hosted by Uppsala University. Uppsala University is the 
data controller for information handled within the SNIC consortium, and therefore for the 
processing of data in the SNIC User and Project Repository (SUPR). 
 
For more information regarding how Uppsala University processes personal data, and what 
your rights are concerning this, please click on the following URL (in Swedish): 
 
URL: http://www.uu.se/om-uu/dataskyddspolicy/  
 
For more information on how SNIC processes data, and what your rights are concerning this, 
please contact office@snic.se. Below follows a description of how SNIC processes data for 
users in SUPR: 
 

• SNIC collects personal data, such as first name, surname, employment, email ad- 
dress, and organizational belonging, as provided during the proposal creation pro- 
cess, or by the creation of a user account in the SNIC User and Project Repository 
(SUPR), and also through local user accounts administrated by parties within the 
SNIC consortium. 

 

• SNIC collects personal data, such as IP Address and User History, as required to 
maintain security guidelines, such as IT security and information security, by parties 
within the SNIC consortium. 

 

• Personal data processed within SNIC is stored for as long as required for admin- 

istration, and for technical and / or scientific assessment. Personal data is erased 

when obsolete.  
 

• External scientific reviewers may access user history when reviewing submitted pro- 

posals. User history is erased when obsolete. 
 

• Personal data is processed by administrators, who are employed by the SNIC con- 

sortium parties, and who have administrative access in SUPR. 

 

When allocated resources available at the Swedish part in the Large Unified Modern 

Infrastructure (LUMI), personal data from user’s MyAccessID identity such as first 

and last name, email address and MyAccessID user identifier are recorded within 

the SUPR user profile. In order to enable access to LUMI, SUPR will share MyAc-

cessID user identifier and project role with Puhuri which is a system that manages 
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access to LUMI resources. More information about data processing for access to 

LUMI resources can be found at MyAccessID privacy notice, Puhuri privacy notice 

and LUMI privacy notice. Personal data is erased when obsolete.    

 
 
 

https://wiki.geant.org/display/MyAccessID/Privacy+Notice

